
 Equal Opportunity Employer.  U.S. citizenship required.  Must be of legal working age. 

 

 

 

 

 

 

 

 

 

 

 

 

CYBER EXCEPTED SERVICE (CES): The Department of Defense CES involves an enterprise-wide 

approach for managing civilian cyber professionals across the Department of Defense. Under CES, 

USCYBERCOM now brings on new hires under the excepted service offering greater flexibility in recruitment, 

hiring incentives and promotion opportunities.  Experience is highly valued in the CES, which transcends the 

typical time-based approach in the competitive service. 

 

 Learn more about CES here: https://public.cyber.mil/cw/dod-cyber-excepted-service-ces/ 

 

VACANCIES: See next/back page for a list of open vacancies (subject to change).  

HOW TO APPLY: Complete the registration form and upload your resume here: 

https://armycyber.yellogov.com/app/collect/form/Aiuy84cV2CQVm8o0mx4WuQ  

Note: When completing the registration form, be sure to select the USCYBERCOM position you are interested in 

applying for from the drop down menu. USCYBERCOM only has positions in Fort Meade, Maryland. Upload your 

resume at the bottom. Note: the link to positions on the form is for ARCYBER, not USCYBERCOM.  

  

 

 

 

IMPERATIVE: Enable our most valuable assets – our people – in order to gain advantages in cyberspace.  
U.S. Cyber Command recruits, develops, and retains the most talented civilian personnel in cyber and 
support positions spanning the following career areas and beyond: 
 

 

 Learn more about U.S. CYBER COMMAND here: https://www.cybercom.mil/ 

U.S. CYBER COMMAND (USCYBERCOM) 

 Send questions to: cyber_recruiting@cybercom.mil 

https://public.cyber.mil/cw/dod-cyber-excepted-service-ces/
https://armycyber.yellogov.com/app/collect/form/Aiuy84cV2CQVm8o0mx4WuQ
https://www.cybercom.mil/
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USCYBERCOM VACANCIES: Located only at Fort Meade, MD. No remote positions. 

 

 Human Resources Specialist (Military), GG-0201-12 
 Human Resources Specialist (Civilian), GG-201-13 
 Human Resources Specialist- Staffer, GG-0201-12 
 Human Resources Specialist- Policy/Staffer, GG-0201-13 
 Contingency Manning Specialist, GG-0301-13 
 Partnership Portfolio Analyst, GG-0301-14  
 Cyber Operations Plans Analyst, GG-0301-14 
 Command Strategist, GG-0301-15 
 Supervisory Cyber Policy, Plans and Programs, GG-0301-14 
 IT Specialist, GG-2210-14 
 Financial Analyst, GG-0501-14 
 Cyberspace Policy Support, GG-0301-12 
 Cyber Operations Program Manager, GG-0301-14 
 Force Design Analyst, GG-0301-13 
 Supervisory Program and Resource Analyst, GG-0301-14 
 Chief Director's Action Group, GG-0301-14 
 Supervisory Resource Manager, GG-0501-14 
 Budget Analyst, GG-0560-13 
 Financial Management Analyst, GG-0501-12/13 
 Contracts Specialist, GG-1102-12 
 Research NW Engineer Lead, GG-2210-14 
 JIO Director, GG-2210-15 
 Test & Evaluation Specialist, GG-2210-14 
 Acquisition Program Manager, GG-0343-13 
 Supervisory Contract Specialist, GG-1102-14 
 Command Acquisition Workforce Training Manager, GG-0301-13 
 Procurement Analyst, GG-1102-13 
 Supervisor Program Manager, GG-0340-15 
 Systems Engineer Lead, GG-0801-15 
 Acquisition Financial Management, GG-0301-15 
 Logistics SME, GG-0346-14 
 Program Manager, GG-0343-14 
 Senior Cyberspace Capabilities Analyst, GG-301-14 

 

And many more! 


